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Instructions: Attempt all questions. 

  

S. No. Write short notes on the followings: Marks CO 

1  Cyber Terrorism 2 1 

2 Data 2 1 

3 Information 2 1 

4 Electronic signature 2      1 

5 Computer 2 1 

SECTION B  

6  Write down the process for creation of a Digital Signature. Explain the steps 

involving the creation and verification of a Digital Signature.                                                                   
10 2 

7 Explain the concept of Uniform Domain-name Dispute Resolution Policy along with 

the various requirements for a claim to be successful.    
10 2 

    

SECTION-C 

8 What do you understand by the term “jurisdiction”? With reference to the traditional 

notion of jurisdiction, explain the various types of jurisdictions. Explain how the 

evolution of cyberspace has challenged the traditional concepts of jurisdiction 

10 3 

9 Any criminal activity that uses a computer either as an instrumentality, target or a 

means for perpetuating further crimes comes within the ambit of Cyber Crime". There 

is apparently no distinction between cyber and conventional crime. However, on a 

deep introspection we may say that there exists a fine line of demarcation between the 

conventional and Cyber Crime. Do you agree with these statements? Keeping in view 

the above excerpt, explain the concept of Cyber Crimes also, state the difference 

between a Cyber Crime and a Conventional Crime. 

10 4 



  
  

SECTION-D 

10. Allauddin with intent to threaten the unity, integrity, of Sindia penetrated into the 

military website of Sindia without authorization. He thus, accessed and copied the 

critical information infrastructure of the country. He also used this information to 

cause death and injuries to persons and destruction of property. He also by using this 

information disrupted the water supplies in the country due to which a state of chaos 

occurred in the country. Answer the following questions on the basis of this 

information. 

(a) Describe the offence committed by Allauddin, if any according to the IT Act? 

(b) List out the elements/ ingredients of the offence mentioned under the above 

mentioned provision. 

(c) Explain the modes of committing an offence under the above mentioned provision. 

(d) What is the punishment prescribed for the commission of the offence and for 

conspiring to commit the offence?                                                                                            .            

 

25 3,4 

11. Section 67 of the Information Technology Act, 2000 prescribes punishment for 

publishing or transmitting obscene material in electronic form. With respect to the said 

provision answer the following questions: 

 

a. List out the elements/ ingredients of the offence mentioned under the above 

mentioned provision And explain the ‘Miller Test’ or the ‘Three Prong Test’ for 

determining obscenity.                                                                       

 

b. Explain obscenity and cyber obscenity. What makes cyber obscenity graver in 

nature than the traditional form of obscenity?                                    

25 4 

  
  

 


